Monday, 20 October 2008

11:00 - 11:10  **Introduction**

Introduction and chairing of opening session: Maud de Boer Buquicchio, Deputy Secretary General, Council of Europe

Video message: Viviane Reding, Commissioner for information society and media, European Commission

11:10 - 11:40  **Opening session**

- Catherine Trautmann, European Parliament
- Stefano Rodotà, Professor of Civil Law, Università Sapienza, Italy
- Peter Hellmons, Nokia Siemens Networks, Head of Corporate Social Responsibility
- Bertrand de la Chapelle, Special Envoy for the Information Society, Ministry of Foreign Affairs, France

11:40 - 13:00  **Setting the scene - what is internet governance for Europe?**

This session will harvest the European stakeholders’ views, issues, concerns and ideas about what Internet governance is what can be discussed and developed at the European level.

Moderated by: Ayesha Hassan, International Chamber of Commerce – BASIS and Frédéric Riehl, Deputy Director General, OFCOM, Switzerland

IGF in a nutshell: Markus Kummer, Executive Coordinator, IGF Secretariat, UN

Internet governance initiatives at the national level (including): Finland, France, Germany, Italy, UK

Parliamentary perspectives for Internet governance: Representatives of the European Parliament and other participants

13:00 - 14:30  **Lunch break**

*Please note that in order to foster interaction among participants, Euro-DIG will have no panel presentations. Discussions in each session, animated by a moderator, will be based on audience participation. To encourage dialogue each session will include brief intermittent contributions from participants listed in the programme.*
14:30 - 15:45  **European perspectives on security, privacy and openness on the Internet (Part I)**

What are security, privacy and openness on the Internet from the perspectives of European business, civil society and governments, based on concrete examples and, as a corollary, the corresponding values, and rights attached to them?

This session will map out interests, challenges and difficulties that European stakeholders experience related to security, privacy and openness on the Internet - taking into account the European perception of an information society in which citizens and businesses benefit from a maximum of security, privacy and openness at the same time.

Moderated by: Ilkka Lakaniemi, Nokia Siemens Networks, and Francisco Mingorance Business Software Alliance

Contributions by:
- Jean-Philippe Ritz, Ministry of Interior, France
- Jacques Berleur, University of Namur, International Federation for Information
- John Carr, Children’s Charities Coalition on Internet Safety
- Sarah Greenwood, Symantec
- Jean-Marc Dinant, University of Namur, Belgium
- Divina Frau-Meigs, Sorbonne University, France
- Marco Gercke, University of Cologne, Germany
- Marie-Georges, CNIL, France
- Heike Jensen, Humboldt University Berlin, EURALO
- Matthias C. Kettemann, University of Graz, Austria
- Annette Mühlberg, ver.di, Berlin. At Large Advisory Committee ICANN
- Eric Ruelle, Ministry of Justice, France
- Thomas Schneider, Swiss Federal Office of Communication
- Kathleen Spencer Chapman, Save the Children Denmark/eNACSO
- Richard Swetenham, European Commission, DG InfoSoc & Media
- Matthias Traimer, Michael Truppe, Federal Chancellery, Austria
- Rudi Vansnick, ISOC Belgium, EURALO

15:45 - 16:00  Coffee break

16:00 - 18:00  **Show and tell: IGF workshops and events**

This session will highlight the workshops and events being organized by European stakeholders at the IGF in Hyderabad. This informal show and tell session about who is doing what at the IGF in Hyderabad will also give participants an opportunity for participants to get to know these actors and contribute to and join their events:

list of workshops - attached

Moderated by: Lee Hibbard, Media and Information Society Division, Council of Europe

Commentary by: Markus Kummer, Executive Coordinator, IGF Secretariat, UN

18:15  Reception given by Mrs. Maud de Boer Buquicchio, Deputy Secretary General of the Council of Europe
Tuesday, 21 October 2008

09:15 - 10:45  **Universal Access to the Internet**

This session will debate universal access to the internet from the view points of European governments, civil society and business. Discussions will inter alia consider whether or not to establish universal access obligations for broadband on telecom companies, and how to improve access for people with disabilities, communities, people in a situation of vulnerability or who are otherwise disadvantaged, and social groups including minority groups as well as the elderly.

Moderated by: Rolf Weber, Zürich University, Switzerland and Bertrand de la Chapelle, Special Envoy for the Information Society, Ministry of Foreign Affairs, France

Contributions by:
- Oliver Arifon, Strasbourg University
- Dominique Burger University Pierre and Marie Curie, France
- William J. Drake, Center for International Governance Graduate Institute of International and Development Studies Geneva, Switzerland
- Jean Louis Fullsack, CSDPTT, France
- Malcolm Harbour, European Parliament
- Diana Simic, Association for Progressive Communications
- Doreen Tamali, Young Woman in Action
- Catherine Trautmann, European Parliament
- Klaus-Peter Wegge, Siemens Access Initiative, Accessibility Competence Center

10:45 - 11:00 Coffee break

11.00 - 12:30  **European perspectives on fostering security, privacy and openness on the Internet (Part II)**

This discussion on the interplay between security, privacy and openness on the Internet will build on Part I of the previous day in order to try to identify ‘win-win’ situations and to minimize trade-offs between these three objectives with a focus on specific European examples. This session will bring out issues that relate to e-commerce activities (such as fidelity programmes, e-banking etc), passport and other identity applications, expression of personal identities and management of personal profiles and behaviour online (connected to social networking sites, sites used for public rating or harassment of others like teacher ratings sites, “rotten neighbours”, online games, etc.). It will also deal with the question of cybercrime and responses to this challenge in Europe and elsewhere (cybercrime legislation, law enforcement, international cooperation, cooperation between law enforcement and service providers etc.): how can security be improved in order to enhance rather than threaten privacy and openness?

Moderated by: Wolf Ludwig, EURALO-Board, Neuchatel, Comunica-ch and Rudi Vansnick, ISOC European Chapters Coordinating Council

Contributions by:
- Jean-Philippe Ritz, Ministry of Interior, France
- Jacques Berleur, University of Namur, International Federation for Information
- John Carr, Children’s Charities Coalition on Internet Safety
- Jean-Marc Dinant, University of Namur, Belgium
- Isabelle Falque-Pierrotin, Internet Rights Forum, France
- Marco Gercke, University of Cologne, Germany
- Marie Georges, CNIL, France
- Heike Jensen, Humboldt University Berlin, EURALO
- Laurent Masson, Microsoft
12:30 - 14:00  Lunch break

14:00 - 15:30  Managing critical Internet resources

This session will explore the European stakeholders’ views on how the Internet Governance architecture should develop in order to successfully and sustainably meet upcoming challenges. It will focus on the example of IPv6 deployment and would explore ways how this should be done in order to maximize benefits for all stakeholders. It shall also reflect on to what extent IP-addresses are a resource of public value and what rules their governance should follow.

Moderated by Martin Boyle, NOMINET and Wolfgang Kleinwächter, University of Aarhus

Contributions by:

Sebastien Bachollet, ISOC France / ISOC ECC / Euralo
Ilze Berzina, School of Business and Administration Turiba, Latvia
Bertrand de la Chapelle, French Foreign Ministry
Ariwa Ezendu, London Metropolitan University
Dirk Kirschenowski, dotberlin, Berlin
Yrjö Lansipuro, Ambassador, Finnish Foreign Ministry
Jan Malinowski, Media and Information Society, Council of Europe
Desiree Miloshevic, Afilias Ltd.
Jean Francois Morfin, france@large
Francis Muguet, ENSTA
Harald von Herget, ADR.eu
Mr. Marcel Schneider, Mgr. Special Operations and International Relations, SWITCH, Switzerland
Mathieu Weill, AFNIC
Christopher Wilkinson, ISOC

15:30 - 16:00  Closing session / wrap up

Moderated by: Thomas Schneider, OFCOM, Switzerland
Round table discussions with all session moderators

last update: 19 October 2008
**List of Workshops**

Among the more than 80 workshops, planned for the 3rd IGF in Hyderabad, there are 24 workshops with strong European involvement. Speakers representing the organizers of these 24 workshops, are invited to give a short presentation of the planned activity. These session will also help to improve the efficiency of the European input into the IGF process and to enhance the building of networks among European institutions.

<table>
<thead>
<tr>
<th>1. Internet accessibility for people with disabilities</th>
<th>Council of Europe</th>
</tr>
</thead>
<tbody>
<tr>
<td>2. Beyond universal access - the public service value of the internet as a goal of national information policy</td>
<td>Council of Europe</td>
</tr>
<tr>
<td>3. Digital Content Strategies and Policies</td>
<td>OECD</td>
</tr>
<tr>
<td>4. Expression and image online - building an evolving personal identity</td>
<td>Council of Europe</td>
</tr>
<tr>
<td>5. Freedom of Expression in cyberspace: Internet Filtering and Censorship</td>
<td>UNESCO</td>
</tr>
<tr>
<td>6. Governance for gatekeepers – shaping access to the Internet</td>
<td>Council of Europe and World Broadcasting Union</td>
</tr>
<tr>
<td>7. Towards a code of good practice on public participation in Internet governance - Building on the principles of WSIS and the Aarhus Convention</td>
<td>Council of Europe</td>
</tr>
<tr>
<td>8. Child Safety Online: measures to protect children from exploitation – the challenge of keeping pace with technological developments</td>
<td>ECPAT International</td>
</tr>
<tr>
<td>9. Dignity, security and privacy of children on the Internet – applying international law to protect their best interests</td>
<td>Council of Europe</td>
</tr>
<tr>
<td>10. Medicines on the web - risks and benefits</td>
<td>Council of Europe</td>
</tr>
<tr>
<td>11. Around the world in Eight ccTLDs</td>
<td>CENTR</td>
</tr>
<tr>
<td></td>
<td>Title</td>
</tr>
<tr>
<td>---</td>
<td>----------------------------------------------------------------------</td>
</tr>
<tr>
<td>12.</td>
<td>The Internet of things : how to reach the first billion of objects</td>
</tr>
<tr>
<td>13.</td>
<td>A Development Agenda for Internet Governance: From Principle to Practice</td>
</tr>
<tr>
<td>14.</td>
<td>How to take your Internet further</td>
</tr>
<tr>
<td>15.</td>
<td>Network Neutrality - Examining the Issues and Implications for Development</td>
</tr>
<tr>
<td>16.</td>
<td>Capacity building for Web 2.0</td>
</tr>
<tr>
<td>17.</td>
<td>Internet of Things</td>
</tr>
<tr>
<td>18.</td>
<td>National multi-stakeholder processes and their relation to the IGF</td>
</tr>
<tr>
<td>19.</td>
<td>Best Practice session of Turkey: “A Nation Transforming to Information Society”</td>
</tr>
<tr>
<td>20.</td>
<td>BPF: Law enforcement-service provider cooperation against cybercrime</td>
</tr>
<tr>
<td>21.</td>
<td>OECD Best practice Forum on the &quot;Enhanced Internet-enabled access and use of public sector information&quot;</td>
</tr>
<tr>
<td>23.</td>
<td>UK Best Practice session: “Partnership in Action”</td>
</tr>
<tr>
<td>24.</td>
<td>Virtual Worlds for Delivering Public Service &amp; Innovation</td>
</tr>
</tbody>
</table>